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1. Document purpose 
The purpose of this release note is to highlight: 

 The limitation of PN5331B3HNC270 silicon  

 Workaround applicable 

 

2. Material list 
 

Table 1:Engineering samples detail 
Description PN5331B3HN 

12NC N.A 

Subpackage code SOT618-1 

Die type N.A 

Rom code C270 

Batch ID / Wafer ID N.A 

Delivery form Tray 
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3. Possible problems, known errors and restrictions 
 

3.1 USB 2.0 compliancy 
  

3.1.1 Description 
With the current PN533, it is possible to corrupt the USB Descriptors information. 

If you perform some large exchanges of data, it is possible to overwrite some USB 
information which is necessary during a power management state transition of the 
computer. 

For example, you can have the following case: 

Table 2:  Possible issue for the PN533 
Step n° Description 

1 Plug the PN533 device on a Desktop computer. The PN533 
device will be properly enumerated. 

2 Perform an ePassport reading. The PN533 will read lot of Data 
on the ePassport. This reading should corrupt the USB 
information. 

3 Restart the computer. The PN533 is connected to a desktop, 
and then the VBUS line will be set to 5V during this restart. 
The PN533 will not be reset. It will keep its current settings. 

4 For enumeration of the PN533, the computer will ask all USB 
Descritpor information to the PN533.  
If the USB Descriptor was corrupted during the Step n°2.  
The PN533 will not be properly enumerated.  
The PN533 will be not usable. 

 

3.1.2 Consequence 
Without adding a function related to power management in PN533 driver, USB 2.0 
Low/Full speed compliancy can not be met. 
 
 

3.1.3 Workaround 
For reaching the USB 2.0 Low/Full speed compliancy, a function related to power 
management of the PN533 driver is required to be implemented. 

This chapter describes: 

  Why this function is needed? 

  How this function is implemented?  
 

•  Modification to implement in the driver for fixing this issue: 

USB Descriptor data are stored in a specific location of the PN533’s XRam.  

When the computer wants to go in suspend or shutdown state, the routine in the 
PCSC driver shall store the proper USB data in the PN533’s XRam.  Deleted: writestore
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This writing operation is performed in the driver Exit point.  
It uses the WriteRegister command for performing this writing. 

USB Descriptor information are stored in the PN533’s XRam at the following 
address: [0x0019; 0x0055]. 
 
When the driver will detect a modification power state of the device (see in Msdn 
the enum Wdf_Power_Device_State), the driver will issue the following 
WriteRegister commands: 
 

 08 00 19 XX 00 1A XX 00 1B XX 00 1C XX;  
The driver will write the proper USB data in XRam 
between [0x0019; 0x001C]. 
 

 08 00 1D XX 00 1E XX 00 1F XX 00 20 XX;;  
The driver will write the proper USB data in XRam 
between [0x001D; 0x0020]. 
 

 [...] 
The driver will write the proper USB data in XRam 
between [0x0021; 0x004F]. 
 

 08 00 4E XX 00 4F XX 00 50 XX 00 51 XX;  
The driver will write the proper USB data in XRam 
between [0x004F; 0x0051]. 
 

 08 00 52 XX 00 53 XX 00 54 XX 00 55 XX;  
The driver will write the proper USB data in XRam 
between [0x0052; 0x0055]. 
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Disclaimer 
Those modules are engineering samples. NXP Semiconductors reserves the right to 
make changes on materials, dimensions or any specification without notice.  

Customer acknowledges that the Products are of pre-production quality, have not been 
fully tested and may contain defects. Customer further acknowledges that NXP has no 
support or maintenance obligation for the Products hereunder.  

NXP PROVIDES THE PRODUCTS “AS-IS” AND WITHOUT WARRANTY OF ANY KIND, 
WHETHER EXPRESS, IMPLIED OR STATUTORY. NXP SPECIFICALLY EXCLUDES 
AND DISCLAIMS ANY WARRANTY OF MERCHANTABILITY AND OF FITNESS FOR A 
PARTICULAR PURPOSE, AND ANY WARRANTY THAT THE PRODUCTS OR ANY 
PART THEREOF, OR THE USE OF THE PRODUCTS DOES NOT OR WILL NOT 
INFRINGE ANY INTELLECTUAL PROPERTY RIGHT OF ANY THIRD PARTY. NXP 
FURTHER DOES NOT WARRANT IN ANY WAY THAT IT WILL COMMERCIALLY 
RELEASE ANY PRODUCT. 

 

Customer receives no rights to, and shall not create nor attempt to create by reverse 
engineering, reverse assembly, reverse compiling or otherwise, any part of the Product 
or permit any third party to do so. Customer shall take all reasonable steps to ensure that 
no unauthorized person shall have access to any Product or part thereof. 

 

Customer shall have the sole responsibility for adequate protection of its data used in 
connection with the Products. IN NO EVENT WILL NXP BE LIABLE FOR ANY SPECIAL, 
INDIRECT, INCIDENTAL OR CONSEQUENTIAL DAMAGES OR ANY DAMAGES 
WHATSOEVER ARISING OUT OF OR IN ANY WAY RELATING TO THIS 
AGREEMENT, ANY PRODUCT OR PART THEREOF, INCLUDING, WITHOUT 
LIMITATION, ANY LOSS OF USE, DATA OR PROFITS, RERUN TIME, INACCURATE 
INPUT OR OUTPUT, WORK DELAYS OR ANY DIRECT OR INDIRECT PROPERTY 
DAMAGE, AND WHETHER IN AN ACTION IN CONTRACT, WARRANTY, TORT, 
INCLUDING NEGLIGENCE, STRICT LIABILITY OR OTHERWISE, EVEN IF ADVISED 
OF THE POSSIBILITY OF SUCH DAMAGE OR IF SUCH DAMAGE COULD HAVE 
BEEN REASONABLY FORESEEN. 
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